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of our watch floor [shown on previous page]. This state of the art
watch floor now supports 35 analysts on a 24X7 basis and all the
accompanying IT infrastructure including a Knowledge Wall com-
posed of 10 (75-inch by 48-inch) monitors capable of displaying
multiple video feeds for enhanced situational awareness.

The IT Directorate is home to the Joint Deployable Intelligence
Support Systems (JIDISS) Joint Program Office (JPO). The Navy is
the Executive Agent for this joint program which provides a vari-
ety of intelligence support systems to joint warfighters, includ-
ing the Global Command and Control System-Integrated Imag-
ery and Intelligence (GCCS-I3); which is the joint counterpart to
the Navy’s Global Command and Control System-Maritime
(GCCS-M) system, the Collection Management Workstation
(CMWS),which provides support to Intelligence, Surveillance, Re-
connaissance (ISR) managers,and several systems which support
intelligence sharing with coalition partners. Itis no exaggeration
to say that virtually every command center (both joint and Ser-
vice specific) in the U.S. Central Command’s forward theater of
operations supporting Operation Iraqi Freedom used at least
some of the systems built and maintained by the JDISS JPO.

CHIPS: | can't imagine the level of security required in the Office of
Naval Intelligence. Can you talk a bit about this?

Capt. Greer: As| mentioned earlier,we support IT operations at
three principal security levels. Security requires us to keep these
domains separate, so we have three parallel cabling and switch
infrastructures. Care must be taken to ensure that the physical
separation of these networks prevents inadvertent data exchange.
We have a very robust Information Assurance posture (firewalls,
intrusion detection systems, filters, etc.) supporting our opera-
tions at each of these security levels. In addition, individual sys-
tems and applications are subject to extensive security testing
prior to being allowed to operate in this environment. Intentional
movement of data between these networks is very carefully con-
trolled to prevent the introduction of more highly classified data
on a network or system operating at a lower classification level.

Capt. Greer reported to ONI in 1998, as program manager for the
JDISS. InJune 2000, he assumed his current post as Chief Informa-
tion Officer. Under Greer’s leadership, the IT Directorate carried out
the infrastructure work to relocate the Chief of Naval Operations In-
telligence Plot and the entire staff of the Director of Naval Intelligence
several times following the September 11 terrorist attack on the Pen-
tagon. The IT Directorate has also created new,and tailored existing
systems and databases to meet the demands of the Global War on
Terrorism, Operation Enduring Freedom, Operation Iraqgi Freedom,
and global maritime intercept operations. |

34  CHIPS Dedicated to Sharing Information*Technology*Experience

Announcing New Contracts p:‘\

under the
DON IT Umbrella Program Program

PeopleSoft Enterprise Agreement Established

On behalf of the Department of Defense Enterprise Software
Initiative, the Department of the Navy IT Umbrella Program and
the Navy Inventory Control Point, Mechanicsburg, Pa., have es-
tablished an Enterprise Agreement for PeopleSoft enterprise re-
source planning software and services. The agreement provides
software license, maintenance, training, installation and imple-
mentation technical support.

PeopleSoft USA, Inc. (N00104-03-A-ZE89)
(800) 380-SOFT (7638)

Enterprise Agreements Established for
IBM/Informix Database Products and
Popkin Enterprise Architecture Tools

On behalf of the DaoD ESI, the Army Small Computer Program
has established an Enterprise Agreement for IBM/Informix da-
tabase software licenses and maintenance support at prices dis-
counted 2 to 27 percent off GSA Schedule prices. The products
include IBM Informix Dynamic Server Enterprise Edition (version
9), IBM Informix SQL Development, IBM Informix SQL Runtime,
IBM Informix ESQL/C Development, IBM Informix ESQL/C
Runtime, IBM Informix 4GL Interactive Debugger Development,
IBM Informix 4GL Compiler Development, IBM Informix 4GL Com-
piler Runtime, IBM Informix 4GL RDS Development, IBM Informix
4GL RDS Runtime, IBM Informix Client SDK, IBM Informix Dynamic
Server Enterprise Edition (versions 7 and 9), and IBM Informix
D.M. Gold Transaction Processing Bundle.

IBM Global Services (DABL01-03-A-0002)

On behalf of the DoD ESI, the U. S. Army Small Computer Pro-
gram and Popkin Software have entered into a Department of
Defense (DoD)-wide Enterprise Software Agreement for Popkin
enterprise architecture and modeling tools, also known as Ar-
chitecture Modeling Solution - Popkin,or AMS-P. Available prod-
ucts and services include the System Architect enterprise archi-
tecture and modeling tool set,and add-on options such as the
CA4ISR Extension, SA Simulator, XML Architect and DOORS Inter-
face.

The U.S. Army Enterprise Software Initiative
Popkin Software & Systems Inc. (BPA DABL01-03-A-0001)

For more information go to the
DON IT Umbrella Web site at
www.it-umbrella.navy.mil or
ITEC-Direct at
www.itec-direct.navy.mil.
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